Fingerprint device Configuration for ePrisons application.
On Server
1. Copy the dll files from new folder to C:\Windows\System32 
2. Run command prompt as administrator and run the command below
Regsvr32  c:\windows\system32\nbiobspcom.dll
3. Copy the dll files from old folder to C:\Windows\Syswow64
4. Run command prompt as administrator and run the command below
Regsvr32  c:\windows\system32\nbiobspcom.dll
5. In IIS create a application pool of 32 bit
a. Create new application pool of framework 4.0 and integrated mode.
b. Select the advanced option for the application pool and select ‘enable 32 bit application’ to true.
6. Set ePrisons application in IIS to run with the above application pool.
On Client Machine
1. Start fingerprint setup using the software provided with the fingerprint device. 
2. Connect the device when the setup asks to connect the device.
3. On successful completion test the device using NFD
4. For 64 bit machines:
a. Copy the dll files from new folder to C:\Windows\System32 
b. Run command prompt as administrator and run the command below
Regsvr32  c:\windows\system32\nbiobspcom.dll
c. Copy the dll files from old folder to C:\Windows\Syswow64
d. Run command prompt as administrator and run the command below
Regsvr32  c:\windows\ Syswow64\nbiobspcom.dll
5. For 32 bit machines:
a. Copy the dll files from Old folder to C:\Windows\System32 
b. Run command prompt as administrator and run the command below
Regsvr32  c:\windows\system32\nbiobspcom.dll
6. Open internet explorer in 64 bit mode
a. For IE 8 open Internet explorer 64 bit from start menu.
b. For IE 9 and above go to internet explorer -> advanced settings-> enable  internet explorer protected mode -> Restart the computer.
7. In internet explorer settings open security and select security level medium or low.
8. Test the application with the fingerprint device.



